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18 U.S.C. § 1030(A) provides:

 Whoever - -

*  *  *  *  *

 intentionally accesses a computer without authorization or exceeds authorized access, and thereby obtains - -

(A) information contained in a financial record of a financial institution, or of a card issuer as defined in section 1602 of Title 15, or contained in a file of a consumer reporting agency on a consumer, as such terms are defined in the Fair Credit Reporting Act (15 U.S.C. 1681 et. seq.) [shall be guilty of an offense against the United States].

Maximum Penalty: Ten  years imprisonment and applicable fine.

15 U.S.C. § 1681a defines “consumer” to mean “an individual,” and 15 U.S.C. § 1681a defines “consumer reporting agency” to mean “any person which, for monetary fees, dues, or on a cooperative nonprofit basis, regularly engages in whole or in part in the practice of assembling or evaluating consumer credit information or other information on consumers for the purpose of furnishing consumer reports to third parties, and which uses any means or facility of interstate commerce for the purpose of preparing or furnishing consumer reports.” 15 U.S.C. § 1602 defines “card issuer” to mean “any person who issues a credit card, or the agent of such person with respect to such card.”

The Senate Judiciary Committee emphasized that “obtains information” in this context includes mere observation of the data. “Actual asportation, in the sense of physically removing the data from its original location or transcribing the data, need not be proved in order to establish a violation of this subsection.” S. Rep. 99-432, at 6-7 (1986), reprinted in 1986 U.S.C.C.A.N. 2479, 2484.
